**SFCC Cyber Hygiene Practical Assessment**

**Scenario:**

A malicious individual is walking around with two USB devices. The devices have payloads that will execute unless your laptop is hardened against them. It is believed that one payload is executed using PowerShell and the other through command prompt.

Can you find a way to harden your system to prevent the payloads from executing if the malicious user connects the devices to your system?